* First name.
  + Can be up to 200 characters.
  + Can be alphanumeric with special characters.
* Last name.
  + Can be up to 200 characters.
  + Can be alphanumeric with special characters.
* Email.
  + Can be up to 200 characters.
  + Can be alphanumeric with special characters.
  + Must be in email format (name @ domain).
  + If being used as the unique ID (identifying feature), has to be unique among users.
* Password [1].
  + Can be up to 2000 characters.
  + Can be alphanumeric with special characters.
    - The allowed special characters are every special character on the US standard keyboard except for < and >.
  + Should be a minimum of 12 characters.
  + The password should be compared a list of values known to be commonly-used, expected, or compromised:
    - Passwords obtained from previous breach corpuses.
    - Words contained in a dictionary.
    - Repetitive or sequential characters (e.g. ‘1234’, ‘bbbbbb’).
    - Context specific words, such as the name of the application or the current username.
* Re-enter password.
  + Must match entry above.

Normal user:

* + - Gender
  + First Name
    - Can be up to 200 characters.
    - Can be alphanumeric with special characters.
  + Last Name
    - Can be up to 200 characters.
    - Can be alphanumeric with special characters.
  + Email
    - Can be up to 200 characters.
    - Can be alphanumeric with special characters.
    - Must be in email format: name@domain
    - Should be unique amongst users.
  + Date of Birth (MM/DD/YYYY)
    - Must be 18 years or older.
  + Password Entry #1
    - Can be up to 2000 characters.
    - Must have a minimum of 12 characters
    - Can be alphanumeric with special characters
      * Special characters include every special character on a standard US keyboard except for < and >.
  + Password Entry #2
    - Must match Password Entry #1

Admin

* + - Gender
  + First Name
    - Can be up to 200 characters.
    - Can be alphanumeric with special characters.
  + Last Name
    - Can be up to 200 characters.
    - Can be alphanumeric with special characters.
  + Email
    - Can be up to 200 characters.
    - Can be alphanumeric with special characters.
    - Must be in email format: name@domain
    - Should be unique amongst users.
  + Date of Birth (MM/DD/YYYY)
    - Must be 18 years or older.
  + Password Entry #1
    - Can be up to 2000 characters.
    - Must have a minimum of 12 characters
    - Can be alphanumeric with special characters
      * Special characters include every special character on a standard US keyboard except for < and >.
  + Password Entry #2
    - Must match Password Entry #1